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Abstract of the contribution: This contribution proposes a solution for Interworking between 5G LAN-VN and Ethernet LAN in data network.
1	Introduction
Key Issue #5: Support of 5GLAN communication needs to study the following aspect:
· How to support the communication between Ethernet type 5GLAN and Ethernet network in data network
Let consider first the scenario when the VLAN are only used on N6. In this scenario if the association between the PDU session and the VLAN is 1:1, the UPF can univocally associate the PDU session to a given VLAN, for example the PDU session X from UE1 to VLAN 101 and the PDU Session Y from UE2 to VLAN 102, as already supported per current specification, where the VLAN tagging is added in UL direction or stripped in DL direction by UPF. 
Now let consider the 1: N scenario, for example in figure below the UE2 belongs to 2 5G LAN-VN which are sharing the same Ethernet PDU session. R15 allows to support different VLAN on the same PDU session, so this scenario can be enabled by establishing 2 VLAN, one related to each 5G LAN-VN.
We open a parenthesis here, in WWC an equivalent needs of using different VLANs over the same Ethernet PDU is considered since one of the typical wireline deployment scenario to be supported by 5GC requires that a 5G-RG, i.e. the UE, is configured as L2 bridge where the internet, IPTV, management and WLAN community Wifi (WLAN hotspot) are supporting in the same Ethernet PDU session and where the services are distinguished with different VLANs[footnoteRef:1]. The scenario is similar since 5G LAN-VN might be seen as service running over the PDU session and the different services in 5G-RG can be seen as aggregating the traffic to different VLAN groups. The difference between 5GLAN and WWC is that in WWC typically the VLAN are pre-configured in 5G-RG via OAM and so the SMF/PCF shall become aware (at PDU session establishment or via subscription profile data) of it for providing the appropriate forwarding and QoS rules. In 5GLAN scenario the UE can be added to/deleted from the 5GLAN group dynamically. In this case, the UPF and the UE needs to know which the assigned VLAN ID is in order to manage the traffic properly for providing UE to UE and UE to DN communication. [1:  An example of  requirement for RG is BBF TR-101 R-01 “R-01 The RG MUST support sending the following frame types: untagged frames, priority-tagged frames and VLAN-tagged Ethernet frames in the upstream direction for stacks a, b, e, f and g in Figure 4” and R-03 “The RG MUST support setting the priority tag and VLAN ID values.” ] 



In the illustration above, the UE1 and UE2 are members in VLAN101, UE2 and UE3 are members in VLAN102. UE1, UE2 and devices in VLAN101 in Ethernet network can communicate with each other, while UE2, UE3 and devices in VLAN102 in Ethernet network can communicate with each other. UE2 can use VLAN101 and VLAN102 simultaneously. On UE’s Ethernet type PDU Session, UPF can receive the UL frames without VLAN-tags cause the UEs has no knowledge of such VLAN-tags as discussed before. Then the UPF can’t know which VLAN the UE2 is communicating over. Furthermore, it’s also required to clarify how the UPF determines whether to directly route the UL frames on other UE’s PDU Session or route the UL frames to N6 interface.

The following principles shall considered to support the above scenarios:
-	The SMF maps the 5GLAN group identifiers, which is notified through PDU Session management procedure, into the VLAN assigning the VLAN ID and determines the packet filter including the VLAN ID to identify the uplink traffic for each 5GLAN group.
-	If one Ethernet type PDU Session is providing access for multiple 5GLAN groups, VLAN ID for each of the 5GLAN groups is provisioned at the UE along with the completion of the PDU Session management procedure. 
-	When UPF receives the UL traffic, the UPF shall determine the 5GLAN group the UL traffic belongs to according to the VLAN tagging in the UL traffic. Then the UPF routes the UL traffic in the following order as instructed by SMF:
-	the UPF finds the matched PDU Session or target PSA location with the routing rules associated with the 5GLAN group, the UPF can route the traffic on that matched PDU Session or to target PSA via corresponding Nx connection
-	the UPF finds the target PSA location using address resolution method as specified in Solution 15, the UPF can route the traffic to that target PSA via corresponding Nx connection. 
-	UPF routes the traffic to N6 interface. If VLAN ID (e.g. S-tag) is used on N6 interface, the UPF inserts VLAN ID used on N6 interface into the traffic before sending the traffic to N6 interface.

2	Proposal
It is proposed to approve the changes to TR23.734 listed below.
*** Start of changes ***
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The solution addresses how to support communication between Ethernet type 5GLAN and Ethernet network in data network described in key issue #5 ("Support of 5GLAN communication"). The solution is based on the following principles:
-	The SMF maps the 5GLAN group identifiers, which is notified through PDU Session management procedure, into the VLAN assigning the VLAN ID and determines the packet filter including the VLAN ID to identify the uplink traffic for each 5GLAN group.
-	If one Ethernet type PDU Session is providing access for multiple 5GLAN groups, VLAN ID for each of the 5GLAN groups is provisioned at the UE along with the completion of the PDU Session management procedure.
-	When UPF receives the UL traffic, the UPF shall determine the 5GLAN group the UL traffic belongs to according to the VLAN tagging in the UL traffic. Then the UPF routes the UL traffic in the following order as instructed by SMF:
-	UPF finds the matched PDU Session or target PSA location with the routing rules associated with the 5GLAN group, the UPF can route the traffic on that matched PDU Session or to target PSA via corresponding Nx connection
-	UPF finds the target PSA location using address resolution method as specified in Solution 15, the UPF can route the traffic to that target PSA via corresponding Nx connection. 
-	UPF routes the traffic to N6 interface. If VLAN ID (e.g. S-tag) is used on N6 interface, the UPF inserts VLAN ID used on N6 interface into the traffic before sending the traffic to N6 interface.
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Reuse the UE Requested PDU Session Establishment procedure as defined in clause 4.3.2.2.1 with the following difference:
-	In Step 1, UE sends a PDU Session Establishment request with the configured DNN and requested 5GLAN group identifiers. 
-	In Step 6, the SMF receives the VLAN tagging (e.g. C-tag) associated with the 5GLAN group identifiers based on the configured DNN and requested 5GLAN group identifiers, as part of the authorization data. Optionally, the SMF may receive the VLAN ID used on N6 interface (e.g. S-tag) for the DNN. 
-	In Step 10a, the SMF creates packet filter that includes the VLAN ID, this packet filter is used by the UPF to distinguish uplink traffic to the 5GLAN group. The SMF configures the PDU Session at UPF as specified at solution 15. 
-	In Step 11, the SMF may provide the VLAN ID (e.g., the C-tag) for each of the requested 5GLAN groups to UE in PDU Session Establishment Accept message.
-	The UPF detects the uplink traffic for each 5GLAN group based on the packet filter. If the UPF finds a matched session or target PSA location with the target MAC address of UL traffic according to the routing rules associated with the 5GLAN group, it routes the traffic on the matched session or to the target PSA via corresponding Nx connection. If the UPF can not find a matched session or target PSA location, the UPF performs address resolution for the target MAC address as specified in solution 15. If a target PSA location is returned, the UPF routes the traffic to target PSA via corresponding Nx connection; otherwise, the UPF routes the traffic to the N6 interface. The UPF will insert VLAN ID used on N6 interface into the traffic before sending it to N6 interface if VLAN ID (e.g. S-tag) is used on N6 interface.
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Impacts on UE, SMF and UPF:
-	UE requests the SMF to establish a PDU Session with the intended 5GLAN group identifiers
-	SMF maps the 5GLAN group identifiers to VLAN tagging, which will be provided to UPF and UE
-	SMF instructs the UPF to distinguish the UL UE traffic to the other UEs and/or to different Ethernet networks

6.X.4	Solution Evaluation
The solution provides efficient support to address how to support communication between Ethernet type 5GLAN and Ethernet network in data network described in key issue #5 ("Support of 5GLAN communication"). In particular it supports to distinguish the UL UE traffic destined to other member UEs in the same 5G LAN-VN and/or the UL UE traffic destined to different Ethernet networks in data network. 
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